NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

o | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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Employee Signature:
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.
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Employee Signature: / 7 /W_\
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

Employee Printed Na

Employee Signature:

| have received the required training.
| understand the company’s procedures for protecting customers’ information.

| understand the company’s disciplinary process for inappropriate use of customers’'—
information.

| understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

NS

g\ﬂ/m\%aw EDER

Date: D/l ?(!301 4



NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: M‘CAL\ C'MQ,

Employee Signature: M c.—ﬂ\

Date: Z.I/I"I/ZOM




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e lunderstand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information,

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: /\/ 0&\"1 5 I }VS
Employee Signature: "ri/«\\
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Nebraskalink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods

the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

I have received the required training.
| understand the company’s procedures for protecting customers’ information.

| understand the company’s disciplinary process for inappropriate use of customers’
information.

| understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: //{/’:/ ﬁashué

Employee Signature:_@@/ﬁﬂ/
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company's procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: 6’7’/" /22 Hi M

Employee Signature: M"é/
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

\7 ! ' —~ .
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Employee Signature:% j/@/
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: Aom(\ L Dﬂl‘/\ﬂﬂ#ﬂ

Employee Signature;__ =2 — 7"
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: _ (_ 76(/ // an /lﬂ
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

I understand the company’s procedures for protecting customers’ information.

[ understand the company’s disciplinary process for inappropriate use of customers’
information.

| understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: t&rﬂr\{/ Q ; er\)?i@@é@/\g

-
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: \LY\S\,A Q‘\ C e/
Employee Signature: %ML L(,L(Q
Date: 2[ @ ZD ]Q




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: \)/*“—/'F %ﬂ’éA/Uﬁ:]—
Employee Signature: @%‘"&X

Date: i /5 //?
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: /”\%Uﬂ’h H—r{\/\lﬁg

Employee Signature:%ww
X SV
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

e L0 1At
T
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NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

o | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: B O/\/ u /7///6 /M/4C /7Z[/\

Employee Signature: /OWLZ//‘/)///JM%M
Date: 2/44} 0//7




Nebraskalink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should

immediately contact Krista Rice.

Chris Johnson
Employee Printed Name:

Employee Signature: W %W”/

Date: 2/5/2019




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On nn annual basis on olficer of our company must contity to the Federn! Communicatlons
Commission {(FGC) that it has established procedures that are adeguate 10 ensure comgliancs
with fhe FCC's Customer Proprietary Netwark Information (CPNI) niles.

One of the things that the officor s corifying 1o is 1hat employoes, aspecially thass 1hat have
access to CPNI, have been trained on the CPNI rules, The brasning includes, but is not limited to,
whon employees are and ore not suthorized to use CPNI, anad the authentication methods the
compary is using.

Our company’s policy 1S 1o provide the training to afl new amplayees when hired and then on an
on-going annual basis, or mare frequantly, if necded.

By slgning below. | acknowledgn;

+ | have recoived the required taning.

» |understand the company's protedures for protecling customers' Information.

s | undérstand the company's disciplinary process for inappropriste use of customess’
information.

+ | undarstand that if | have any quesfions at any time regarding the rukes, | showld immediately
contact Krista Rice.

Employee Printed Name: /:'?e fer K eve / /
Emplayes Signatiso: /'ﬁr;’ - /&'/44,-

ome:__Z - 5-/9




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

o | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: /V]Q,\/ L SL& L
%
Employee Signature: /\/L

Date: «2/5//?




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: AWW\”{L w @r (M

Employee Signature:

Date: z/( g ‘\ /L& \o\\




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

e

Employee Printed Name: A‘U ( (’(Qﬁ)d J‘ (/LQHQT/\
Employee Signature: / // 7 (
Date: OQ\ C)S - [C(




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: Gf‘ rre 7— 71ndAl S

[ i e ——
N

Employee Signature:
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name:C{DQF/S\;'\,:8‘('(?/\(\\~ Léé,

Employee Signature:

Date: 9\} g ) Iq
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NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: Barbara Forsman

Employee Signature: Badnors Y orsrmnam

Date: 2/5/2019




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC'’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: K[( WA QOJO SN
Employee Signature:‘*/:m%u %;W/—\
Date: \;2/6//9 /




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: EiQk .Q.V‘ o(/’/{,So [

Employee Signature: -/jjz:-; s

B ——

Date: 2‘/ 5/ [ ‘% T




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: GESS @ ‘r’\\)ﬁu\f\

Employee Signature: @«QW\W A WALA—
Date: 1—{ ) IZO\C[




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed N‘a/me'.\'bw/fj ’:D@/ {’\/W)
Employee Signature: —
| WD, 7

Date: z /5//?/




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: A V\(g‘(\é C&) ‘\—% Mm\\\j
I ==

Employee Signature:

e JS FERCOUE




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited

to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.
By signing below, | acknowledge:

| have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: __ = Jerc/ %/u/scl\o/

7
Employee Signature: é?/%//

Date: 2/5/307'7




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: q}Q\lf \'L /V\L (o( i \C

Employee Signat re:‘ﬂélé, ﬂ%’)
Date: 2 /S// [4




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: 3 esse S KO ) N |\<

Employee Signature:M

Date: ‘1/5/’10!‘4
/7 =/ ’




NebraskaLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company'’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

' c i
Employee Printed Name: J()‘Ai’\ Jkoéa,x/ﬂ}

Employee Signature: [M ///@
4 -~
Date: ﬂ’xf/fi




NebraskalLink

EMPLOYEE CPNI TRAINING CERTIFICATION

On an annual basis an officer of our company must certify to the Federal Communications
Commission (FCC) that it has established procedures that are adequate to ensure compliance
with the FCC’s Customer Proprietary Network Information (CPNI) rules.

One of the things that the officer is certifying to is that employees, especially those that have
access to CPNI, have been trained on the CPNI rules. The training includes, but is not limited
to, when employees are and are not authorized to use CPNI, and the authentication methods
the company is using.

Our company’s policy is to provide the training to all new employees when hired and then on an
on-going annual basis, or more frequently, if needed.

By signing below, | acknowledge:

e | have received the required training.

e | understand the company’s procedures for protecting customers’ information.

e | understand the company’s disciplinary process for inappropriate use of customers’
information.

e | understand that if | have any questions at any time regarding the rules, | should
immediately contact Krista Rice.

Employee Printed Name: ( l/\ 614/( 'fq £ /
Employee Signature: Kﬂ/ //}
Date: ?/ /-///7




